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1. Introduction

Location systems, both for indoor and outdoor use, are rapidly developing due to the
practical need of knowing the position of objects and persons (Harrop, 2008). If for the
outdoor world, the GPS system and its variants (DGPS, etc.) is the best possible solution, for
indoor use, things are not yet completely solved. Indoor GPS is developing, but in parallel,
other projects are running. The vast majority of papers dealing with the subject (Bess, 2009;
Chang et al., 2011; Goncalo, 2009; Kathiravan et al., 2009; Khan & Antiwal, 2009; Jeon et al.,
2010) present systems based on RF signal measurements. Multiple ways of solving the
problem are technically imaginable, starting with those using the signals emitted by the
nodes of a common WLAN / Wi-Fi wireless network (Bal et al., 2009; Clulow et al., 2006;
Kaemarungsi & Krishnamurthy, 2004; Kushki et al., 2006; Kwon & Song, 2008; Tsui et al.,
2010; Yousef & Agrawala, 2005), continuing with RFID systems, WSN networks and
finishing with proprietary solutions derived from one of the above, where specialized nodes
with one or more coordinators are deployed over the desired locating area (Bahl &
Padmanabhan, 2000; Baunach et al. 2007; Chang et al. 2011; Coca et al. 2008; Dai & Su, 2008;
Koyuncu & Yang, 2010).

RFID tags are the main factor of progress in identification application development. There
are more than 40 year from the first generation (Finkenzeller, 2003), equipped with passive
components where the energy is captured from the radio—frequency field generated by the
reader, to the third generation where the energy supplied by a battery is used to power a
microcontroller and one or several on—board sensors. In terms of price, in 2011 the passive
tags may be found at prices as low as 0.05 USD each, whereas the active RFID tags equipped
with complex sensors and low—power microcontrollers may cost as much as 100 USD a
piece (Harrop, 2008).

From the point of view of RFID tag structure, the changes are obviously influenced by the
progress in semiconductors technology. The software for the reader and applications
evolved also on the same trend. For the Generation 1 UHF tags, manufacturers provide
hardware with their own protocols. Therefore, tags from one specific manufacturer would
only work with the RFID reader from the same manufacturer. From the point of view of
users, this represents a major limitation and for large-scale implementations, single supplier
solutions are not acceptable. Generation 2, the second-generation RFID UHF tags, developed
in order to establish a standard for RFID tags, used by the big retailer inventory applications
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multiple Access Points (AP) and the Received Signal Strength Indication (RSSI)

information.

The signal strengths of received signals from at least three access points are used to

determine the location of the object being tracked. To increase accuracy, more sophisticated

methods use RF fingerprint maps that are based on calibrations of the strength of Wi-Fi
signals at various points in a predefined area. Applications using Wi-Fi combined with Time

Difference of Arrival (TDOA) techniques were also developed.

In an RSSI system, the distance between a tag and a reader is computer by converting the

value of the signal strength at the reader into a distance measurement, based on the known

signal output power at the tag and on a particular path loss model.

Wi-Fi location technique has some advantages over other systems:

- It uses the existing infrastructure;

- Position information is available both at the coordinator and at each node, information
that could be shared with neighbor nodes.

Some major disadvantages of these systems include:

- Signal power measurements are affected by fixed and mobile objects, thus generating
random measuring errors, even a power map was created for the specified measuring
area;

- Network traffic congestions affect the system availability and the results;
- Power consumption is higher compared to RFID or WSN solutions.
To be effective, RSSI requires a dense deployment of Access Points, which adds
considerably to the systems cost. The key problem related to RSSI based systems is that an
adequate path loss model must be found for both non-line-of-sight and non-stationary
environments. In practice, the estimated distances are not quite precise. RSSI locating
systems may also be disqualified from security applications as an attacker can easily alter
the strength of received signals by amplifying or attenuating it, or by other methods
distorting the signal strength received from one more Access Points used as fixed
references.

The disadvantages above made the Wi-Fi locating system not to develop as rapid as other

technologies did, and positioning system solutions based on it are not widely spread in the

real world.

RFID locating implementations were investigated and test setups are already used in real

world applications both for indoor or outdoor locating services, even this technology was

created as a bare code replacement. RFID systems were initially developed with the need of
data storage in mind, and other aspects were not taken into consideration. Many efforts
were done in order to modify RFID systems and make them suitable for indoor locating

applications. A proprietary system derived from a RFID system (RFID Radar, 2005) is a

good example for outdoor and indoor location, as only a small quantity of information is

transmitted, the processing power being used for position estimation. One of the major
disadvantages of such systems is the user is unable to modify the application or to write his
own code due to copyright restriction. Communication protocol details are not always
completely disclosed, so creating new system configurations could be a difficult task. In
addition, the high power level used by the system makes it unsuitable for indoor location

application or for populated areas (Coca et al., 2008).

The third generation RFID systems have the characteristics of a network of wireless sensors,

the nodes being the tags. There are even no notable differences between the active RFID tags

and WSN nodes, as both are powered from external energy sources, contain sensors and
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DATA MANAGEMENT AND
USER INTERFACE LAYER

VISUALIZATION ENGINE

Real-Time Data Manager

PC
WIRELESS

WIRELESS OPERATING SYSTEM

LOCALIZATION APPLICATION

MEDIUM ACCESS DATA LAYER

WIRELESS HARDWARE

Fig. 7. Development software architecture

4.2 Test configuration

We used a dedicated LAN interface for connecting the gateway (Fig. 6) to the computer. As
we already mentioned in the introduction, in WSN networks, a sensor node (Fig. 7) can have
different roles, like network coordinator, router node (Full Functionality Device — FFD) and
end device (Reduced Functionality Device — RFD, as described in IEEE 802.15.4 standard).
The user can select the role of a WSN node, by modifying the software installed on—board.

P03 e B A LAN
— T |
i

Gaeway
—
PC ‘
/ﬂ
/ '\mmf b /WSNNod

Fig. 6. WSN system overview
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In our experiment, the WSN nodes were configured in FFD mode, in order to eliminate the
effects of wake-up routine delay (when the node is in standby mode in order to reduce the
power consumption).

d1x

Y

Node 1

Node 2

dx

i
-

e
o

Fig. 7. Test setup with the Gateway and three WSN nodes (d1,=2.5m, d3x=2.2m, d12y=0.4m,
d23y=0.8m)

The control software installed on the PC communicates with the gateway and process the
RSSI information transmitted by the nodes. RSSI is a relative value (between 0 and the RSSI
maximum), and a conversion routine transforms it in distance.

Regarding the physical positioning of the nodes and the gateway, we used for the tests the
same configuration, both for the laboratory office room and for the anechoic chamber
measurements. In Fig. 7 one may see the arrangement of the coordination node (the
gateway) and the WSN nodes. The nodes and the gateway where placed 1 m above the
ground level. As shown in Fig. 7, the distances were dix=2.5m, dsx=2.2m, di2y=0.4m and
d23y=0.8m.

In Figure 8 there is a photo taken in the anechoic chamber, showing the whole setup: the
three nodes at 3 meters in front of the antenna and the coordinator node behind it
(presented in a detailed photo in Figure 9).

For the measurements inside the laboratory, the nodes were positioned on the same relative
distances between them and the gateway node, the same as in the semi anechoic chamber
test. Wood furniture, other equipments emissions and moving humans are the perturbing
elements present in this setup.

4.3 Experimental measurement results

The software on the PC was developed using the information provided in the SDK kit. For
connectivity between the PC and the gateway, the LAN option was the single choice, as we
had to extract the data from the semi anechoic chamber without using any metal cables from
outside to the inside of the room. Ethernet cooper to optical fiber converter were used for
this task. For the tests in the laboratory, both the serial RS—232 and the Ethernet interfaces
may be used.
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For the first set of measurements, we used a standard laboratory room with furniture, chairs
and moving humans. In addition, there were nearby emissions from two WLAN access
points and other personal communication devices (mobile phones, PDAs, laptops, etc.).

The graphical representation of the positions of the three nodes in Fig. 10 shows us a great
dispersion of the computed values.

For the second set of measurements, we used the same setup in terms of gateway and nodes
positions and distances, but the equipments were positioned in the semi anechoic chamber,
with virtually zero emissions from the outside world (noise floor at less than 120 dBm) and
no furniture or humans present. The link between the computer and the gateway was made
by using a pair of fiber optic to Ethernet converters. The graphical representation of the
positions of the nodes is presented in Fig. 11.

Distances
Laboratory Room dix d3x dizy d23y
Real distance (m) 2.50 2.20 0.4 0.8
Average value (m) 2.24 2.19 0.38 0.82
Max/Min value (m) 2.80/1.95 2.65/1.85 0.65/0.10 1.25/0.45
Standard deviation 0.39 0.29 0.24 0.26

Table 3. Results from the laboratory room measurements

Numerical results for both situations are summarized in Table 3 and Table 4. The results
from the laboratory room setup show a great dispersion of the values for all distances.
Despite this, the average values calculated for the distances between the nodes are quite
good, with very small errors, while instantaneous ones may lead to wrong conclusions (Fig.
11). For larger distances, the standard deviation is greater, indicating the reflections on the
walls and objects, and the presence of electromagnetic field emitting devices have a big
influence on the results.

Anechoic Chamber dix a3x Distances dizy 23y
Real distance (m) 2.50 2.20 0.4 0.8
Average value (m) 242 2.20 0.39 0.81
Max/Min value (m) 2.65/2.20 2.45/1.95 0.60/0.15 1.05/0.55
Standard deviation 0.09 0.14 0.12 0.07

Table 4. Results from the anechoic chamber measurements

The influence of external electromagnetic fields from wireless devices operating in the 2.4
GHz band could not be neglected, and the results from the open area measurements are
relevant in this direction.

The results obtained in the anechoic chamber are much better, the average values being
closer to the real distances between the nodes. In addition, the standard deviations are
smaller, meaning one single measurement have a better chance to be near the real value
than in the previous case.

4.4 Electromagnetic field measurements
In order to estimate the emission level of a single WSN node, we measured it in an isolated
environment. The measurements have been done in a 3m TDK semi anechoic chamber using
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